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18 July 2003

MEMORANDUM FOR All Garrison Command Personnel

SUBJECT:  Policy Letter Number 13-03, Antiterrorism/Force Protection

1.  PURPOSE.  This memorandum establishes my policy on antiterrorism/force protection within Garrison Command

2.  REFERENCES:

a.  AR 525-13, Antiterrorism, 4 Jan 02.

b.  Force/Force Protection Plan (Annex S to MANSCEN & Fort Leonard Wood Emergency Operations Plan), 7 Jan 02

c.  Antiterrorism/Force Protection Implementation OPLAN, 24 Jan 02

3.  GENERAL.  Terrorism, on both a national and an international level, has increased over the past several years. Military installations offer lucrative targets to a variety of potentially dangerous organizations including terrorists, criminals, saboteurs, and foreign intelligence agents.  Terrorist organizations or individuals attempting to generate exposure for their cause or agenda may do so by disrupting operations that will cripple Garrison Command and the installations ability to accomplish its mission.  This may be accomplished by the use of weapons of mass destruction (WMD), chemical or biological weapons, improvised explosive devices (IED) and environmental sabotage.   We must be vigilant and incorporate antiterrorism/force protection into all that we do in order to protect soldiers, civilian employees, family members, facilities and equipment.  

4.  POLICY/PROCEDURES.  The installation antiterrorism/force protection plan (Annex S to MANSCEN & Fort Leonard Wood Emergency Operations Plan) is the Garrison Command plan.  All Commanders and Directors will adhere to their respective roles within the plan.  Per AR 525-13, Chapter 4, all Commanders and Directors in Garrison Command are required to implement and execute the below listed antiterrorism/force protection critical tasks and the specified implementing guidance.

5.  CRITICAL TASKS.

a.  Critical Task 1: Establish an antiterrorism program.  Implementing guidance: b (1-3, 9-10)

b.  Critical Task 2:  Collection, analysis, and dissemination of threat information Implementing guidance:  b (1, 6a, 9-10)

c.  Critical Task 3:  Assess, and reduce critical vulnerabilities (conduct AT assessments) Implementing guidance: b (1, 8-10)

d.  Critical Task 4:  Increase antiterrorism awareness in every solider, civilian, and family member Implementing guidance:  b (1a-d, g, 3-4, 9-10)

e.  Critical Task 5: Maintain installation defenses in accordance with FPCON Implementing guidance:  b8

f.  Critical Task 6:  Establish civil/military partnership for WMD crisis Implementing guidance:  N/A

g. Critical Task 7:  Terrorist threat/incident response planning
Implementing guidance:  N/A

h.  Critical Task 8:  Conduct exercises and evaluate/assess AT plans
Implementing guidance:  Participate in AT exercises at installation level

6.  Each unit/Directorate will conduct and document RAMPs (Random Antiterrorism Measures Program) within their area of responsibility.  Provide the Garrison XO the date, location and RAMPs conducted by the first of each month for the previous month for consolidation and forwarding as required by the installation ATO.    

7.  Commanders and Directors are expected to develop and implement an SOP that tracks and documents the accomplishment of the required standards. 

8.  POC for this action is the Garrison Command XO at 3-5322.
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