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TOXIC INDUSTRIAL CHEMICALS (TIC’s) IN MILITARY OPERATIONS

INTRODUCTION

The use of toxic Industrial chemicals as a weapon of mass destruction is not new.  In 1915 Germany mobilised the might of its pre-eminent chemical industry to assist in the war effort.  On 22 April 1915, along a 4 mile front at Ypres, Belgium, German soldiers opened the valves of 1,600 large and 4,130 small chlorine cylinders.  The 168 tons of chlorine gas released formed a thick white cloud that crossed the first allied trenches in less than a minute.  The allied line broke allowing the Germans to advance deep into allied territory.  If the Germans had been fully prepared to exploit this breakthrough, the course and, possibly the outcome, of WWI may have been very different.  This release of chlorine dramatically and permanently changed the face of warfare; toxic chemicals now had to be factored into the equation.
Chlorine is a commodity industrial chemical with hundreds of legitimate uses, not a “purpose designed” chemical warfare agent.  By 1916 commodity industrial chemicals, especially phosgene, were being loaded into artillery shells and by 1917 into projectors.  Other industrial chemicals, most notably hydrogen cyanide, diphosgene and chloropicrin, were also used.  It was not until July 1917 that mustard, a “purpose designed” chemical warfare agent, was first used.

By the end of World War I, approximately 124,000 tons of toxic gases, 90 percent of which were industrial chemicals, had been used in battle.  Sixty-six million gas shells had been fired.  An estimated 1,300,000 gas casualties occurred of which 91,000 (7%) were fatalities.

Col Dr Fritz Haber noted in his Nobel Prize Acceptance Speech in 1919, “In no future war will the military be able to ignore poison gas. It is a higher form of killing.”  His comments applied to industrial chemicals as well as to “purpose designed” chemical warfare agents.

Since World War I, militaries throughout the world have developed and weaponized even more toxic forms of “purpose-designed” chemical warfare agents.  While these “purpose-designed” chemical warfare agents have not been widely used in military conflicts, the defence against them has been the primary focus of the CANUKUS chemical defense programs for the past 50 years.  The defence from industrial chemicals as a military threat has been largely neglected.

In 1993 both sides in the Bosnian civil war threatened to use chlorine as a “weapon of opportunity”.  Chlorine was produced and stored at a chemical plant in Tuzla and transported in railcars.  Bosnian Muslim forces loaded chlorine into artillery rounds and improvised munitions. In this situation UNPROFOR troops faced not only the hazard from the deliberate use of chlorine but also from its accidental release as a result of collateral damage to the plant, storage facility, railcars or from plant failure.

THREAT

CANUKUS forces can expect to encounter industrial chemicals during their missions.  Industrial chemicals may be used as improvised chemical weapons fills and have potential for inclusion in clandestine weapons programs or contingency plans.  During military operations, industrial chemicals could be released from industrial plants, storage depots or transport facilities through battle damage, as consequence of a strike against a particular facility, deliberately as a desperation measure, accidentally due to mis-management of the facility or as a result of a natural catastrophe.

For the commander TIC’s represent potential sources of immediate and long-term ill health effects to military personnel, which may also adversely affect his operational capability. Military missions have evolved from the cold war force[onforce posture to the smaller unit operations that characterise peacekeeping missions, non-combatant evacuations and humanitarian assistance. However, in this latter day operational environment, where rapid deployment demands forces travel light, it is critical that forces identify what may degrade the fitness of their forces, including TIC’s, and understand what force protection posture is required.  Any risks arising from TIC’s will need to be properly assessed, and, if significant, will need to be managed in a manner appropriate to the operational imperatives.  

Figure 1 illustrates how these threats are developed through a spectrum of activities. Occurrences of a natural origin are located on the left side of the chart, with an increasing involvement of man’s activities towards the right.  At the right side is the deliberate use of materials to cause casualties and damage, with what is known as NBC warfare.  It can be seen from this that in reality the boundaries between these activities are difficult to distinguish.
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Figure 1:  Spectrum of Chemical Hazards

MANAGING THE RISK

This paper proposes broad principles to manage TIC’s within the battlespace.   The aim of these principles is to provide the military commander with the freedom of action to complete his mission through an informed assessment of the consequences to health within the context of his operation. As with any significant hazard, irrespective of source or nature, the key principle must be avoidance. Where this is operationally impracticable, the commander will establish a system to:

a. Monitor for TICs.

b. Conduct site risk assessment.
c. If appropriate quantify the nature of the hazard and extent of the risk.
d. Where appropriate implement control measures
e. Audit the hazard management within his theatre of operations.

Responsibility for the management of these TIC’s is a command function, and should be co-ordinated for the commander between the Medical and Nuclear, Biological and Chemical (NBC) defence functions within the area of Force Protection.  

The generic decision tree that has been designed to apply the TIC principles to an operation is at Figure 2. 

Intelligence. General and Medical Intelligence, including the locations and types of hazards, are required to provide an initial assessment of risks to health, including those posed by TIC. These will be incorporated through the Operational Estimate Process into the Intelligence Preparation of the Battlespace (IPB) and also within the normal Medical Intelligence process.  This process is to continue as an intra and post deployment activity.

Reconnaissance. Pre-deployment reconnaissance will include TIC to inform the Estimate Process of the presence of TIC and to identify appropriate Force Protection measures, including what areas are to be avoided. Intra deployment reconnaissance will also be required.  

First Tier In-Theatre Risk Assessment.  In-Theatre deployed, preventive medicine personnel  will assess deployment sites for potential TIC hazards.  Where it is suspected that TIC exist or incidents/exposures may have occurred then a first tier risk assessment of the potential hazard will be made together with NBC staffs. 
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Control.   The commander will be advised, by medical and NBC staffs, on the options available for TIC Force Protection measures which may include area evacuation, implementation of exclusion zones and other local area controls to reduce the risk to a level that is “As Low As Reasonably Practicable” (ALARP) following first tier risk assessment.  

Second Tier Specialist Risk Assessment.   Definitive support may be required from out of theatre specialists to conduct or advise on a second tier specialist risk assessment if the operational imperative requires the force to remain in, or near, a hazardous area and the local area controls cannot reduce the risk to a level that is ALARP.  This may include a requirement to take samples for detailed laboratory analysis 

Monitoring . A monitoring system is to be established where the residual risks from TIC cannot be avoided or controlled and a mechanism for health surveillance of the deployed force is to be set up.  Records will be maintained for individuals who have, or may have, been exposed to TIC. Individual post-deployment health surveillance may be required for personnel deemed to have been at risk of exposure from TIC.

Audit. A TIC audit management system is to be established.  The audit results will be used to inform the commander of the existence and extent of a hazard, whether delivered as a weapon or resulting from Releases Other Than Attack (ROTA).
FORCE PROTECTION

The commander is to deploy all appropriate force protection measures against the TIC hazards faced.    These will include:

Detection 

Means of detection and identification against TIC’s of concern should be deployed, where available, with appropriately trained staff.   The principal TIC’s of concern will be identified as part of the IPB and reconnaissance process.

Detection of TIC’s can in some circumstances be made by CANUKUS in-service military chemical detection systems.  Commanders will need to understand the limitations of military detection equipment and if necessary this will need to be supplemented by commercially available industrial detection systems. 

Warning and Reporting

NBC defence should be deployed to provide a TIC Warning and Reporting (W&R) system capable of providing accurate and timely information of existing and predicted TIC hazards to deployed forces. 

Hazard Management

Hazard management is required to either avoid contamination or mitigate its effects should CANUKUS forces encounter a TIC hazard.  An underlying principle for the operations of CANUKUS forces is that they should avoid TIC hazards wherever possible and this principle is supported through the provision of effective intelligence, detection, identification, monitoring, warning and reporting systems. 

Reconnaissance and assessment of TIC’s within a theatre of operations will be undertaken by Medical Staffs and NBC Staff.  This co-ordinated approach will minimise the risk to the operational force.

NBC and Medical staffs are to prepare appropriate emergency SOP’s to deal with TIC incidents.  These plans will need to include detection/monitoring of TIC hazards, rapid incident warning and reporting procedures, evacuation plans, safe distances, protective equipment and medical response plans.   

Protection
The provision of individual protection to Service personnel and essential civilians against the effects of TIC’s is required to ensure an individual’s ability to operate in or near known TIC hazards.  Means of protection against TIC’s of concern should be deployed when available.  Personnel should be trained to utilise protective equipment. 

The military respirator should only be used for emergency protection against the immediate effects of a toxic release and while evacuating from the immediate hazard zone. Military protective suits are not designed for handling toxic industrial chemicals. The military respirator does not afford sufficient protection within the immediate hazard zone where extremely high concentrations of industrial chemicals may occur and where the lack of oxygen requires the use of self-contained breathing apparatus.

The extended use of individual protective equipment progressively degrades the psychological and physical robustness of even the least susceptible employment groups. Medical staff will be required to brief commanders on appropriate work rates to sustain the mission whilst minimising casualties.
Medical Countermeasures and Medical Support.

Combat Casualty Care. The provision of necessary medical capability required to effectively manage all casualties arising from a TIC environment should be deployed including medical countermeasures for treatment, early casualty decontamination and evacuation, and continued casualty protection, from the point of injury or wounding until final recovery or disposal.

Medical Documentation. The maintenance of individual medical records for all force personnel, including essential civilians, detailing potential or actual exposure to TIC Hazards, and individual use of medical countermeasures for prophylaxis.

Monitoring NBC Exposure. A monitoring system is to be established where troops are exposed to TIC hazards and is to include a mechanism for health surveillance of the deployed force.  Records are to be maintained for individuals who have, or may have, been exposed to TIC’s. Individual post-deployment health surveillance may be required for personnel deemed to have been at risk of exposure

Risk Communication

The risk of the presence of TIC hazards and emergency SOPs should be disseminated to all levels of command.  Emergency SOP’s will need to be co-ordinated with allies and host nations.

A force protection checklist for the commander and his advisers is at Annex A  

CONCLUSION

Any future CANUKUS military operation will need to take account of the potential effects on health posed by the presence of TIC. The management of TIC must, whenever possible, reduce risks to personnel to ALARP whilst retaining freedom of action for the military commander to complete his mission.  This can be achieved through informed risk assessment. 
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