frame joints, roll the walls up and place them between the tent roof and the fly. Next, get plenty of help and raise one side of the tent, using at least two people at each eave joint (fig. 1–28). As the tent is being raised, pull the legs inward and place the locking pin through the eave joint and tent leg.

With the tent in this position, you’re ready to install the liner. Each liner section has three straps in the center with clips and “D” rings. The three straps with the “D” rings are placed around the ridge purlin and clipped. There are a number of straps on the liner used to tie the liner to the header and arch frame. Tie these straps with bow knots to secure the liner to the interior of the tent.

Figure 1–29. Plenum installation.

If the tent is going to be connected to an external air-conditioning unit, install the plenum (air distribution system). The endwall plenum attaches to the external air-conditioning unit through the ventilation sleeve in the endwall and liner (fig. 1–29). The plenum sections are 16 feet long and attach to the headers with tapes as shown in figure 1–29. To secure the plenum to the header, run the tie straps through slots in the liner and tie them to the header with bow knots. So that you can connect the plenum sections together, Velcro is sewn to each end of the plenum sections.

When you finish installing the liner, you’re ready to raise the remaining side of the tent frame the same way you did the first side. Roll the tent walls, placing the fabric between the top of the tent and the fly. With plenty of help, you then lift the tent and pin the eave joint and tent leg together. With the remaining side of the tent up, finish Becket lacing the tent fabric together. After you have erected the tent, secure it to the ground by staking the tent frame feet, guy ropes, and high-wind lines.

Disassembly

When you tear the tent down, just reverse the setup procedure. Be careful during teardown and repack so you don’t damage any of the tent components. To make the repack easier, place all like items together as they’re removed from the tent. This will make them easier to find and place in the shipping container.

To start the tent breakdown, close all windows and doors on all fabric sections and release tension on all guy lines. Next, remove the guy lines from the stakes and remove the tent pins from the frame base pads. Now move inside the tent. If the tent has an insulated floor, you’ll need to clean, fold, and remove the floor. TEST Untie the liner and single-ply floor ties from the base purlin. Continue with tent tear down by releasing all Becket laces up to the eave and untying the liner from the tent frame. After you’ve released the tent fabric, roll the fabric up on both sides and lay it on top of the tent under the fly. Now you may remove the plenum and liner. If the tent has a single-ply floor, remove it after the internal components are removed.

After all internal components and the floor have been removed, you’re ready to lower the tent. Lower one side at a time, reversing the procedure for raising it. Remove the pin from the eave joint and lower the side to the ground. Lower the other side the same way. Now that you have the tent on the ground, remove the fly and ridge eave extenders. With these out of the way, you can remove the remaining Becket lacing on the tent fabric and endwall sections and remove them from the frame. Finally, disassemble the frame by unlocking and removing the purlins and, then, unpin and fold the frame. With the tent disassembled, place all components in the shipping container.

210a. Force protection

Protection of facilities, aircraft, and people is the goal of force protection. Because of terrorist actions and continual contingencies in hostile environments the need for force protection measures in more important than ever. Civil Engineers have been a major part of force protection throughout military history, but this is not solely a civil engineer function. Several requirements in force protection planning are driven by decisions, guidance, and inputs by other agencies and personnel. Much of this planning should be done with the help of Security Forces, Wing Intelligence, and the Office of Special Investigation (OSI). Safety and explosives safety personnel should be including in planning efforts as well. The most import thing to remember is that any actions we take must be in agreement with the decisions made by the installation/deployed Air Force commander. 

Planning steps

Force protection consists of five major planning steps:
Determine assets to be protected

This is a must initial step, which is an identification of assets worth protecting in terms of mission essentiality and to a lesser extent cost effectiveness. Generally personnel, equipment and materials, and facilities are assets to be protected.

Define threats and attack probabilities

Intelligence and OSI personnel supply this information. They are best qualified to gather and interpret such data. Threats we must counter against using force protection methods are:

· Aggressors

· Weapons, explosives and tools

· Tactics

The gathering of information by intelligence and OSI personnel is formed by various factors, which indicate possible terrorist activity. These factors include: existence, capability, intentions, history, targeting, and security environment.

· Existence.  A terrorist group is present, assessed to be present, or able to gain access to a given country or locale.  

· Capability.  The acquired, assessed, or demonstrated level of capability to conduct terrorist attacks.

· Intentions.  Recent demonstrated anti-US terrorist activity, or stated or assessed intent to conduct such activity.  

· Demonstrated terrorist activity over time.  History of a terrorist group’s activities and method of operations.  

· Targeting.  Current credible information on activity indicative of preparations for specific terrorist operations.  

· Security environment.  The internal political and security considerations that impact on the capability of terrorist elements to carry out their intentions.  These considerations basically concern the general ability of national law enforcement, paramilitary, and military institutions to maintain social order.  

This information is analyzed and a threat level for an area is determined. The more factors present, the higher the threat level becomes as you can see by Table 1.

	THREAT FACTORS

	Threat Level
	Existence
	Capability
	History
	Intentions
	Targeting

	CRITICAL
	X
	X
	O
	O
	X

	HIGH
	X
	X
	X
	X
	

	MEDIUM
	X
	X
	X
	O
	

	LOW
	X
	X
	O
	
	

	NEGLIGIBLE
	O
	O
	
	
	

	X – Factor must be present                 O – Factor may or may not be present


Table 1.  Threat Level Determination.  
Determine levels of protection for assets

Using information from the first two steps along with some engineering judgment, an acceptable and reasonable level of protection is determined. With the threat level determined it is now the responsibility of the installation commander and staff to determine how vulnerable our assets are and what needs to be protected. This is accomplished by conducting a vulnerability assessment. 

A vulnerability assessment seeks to identify how liable an installation is to a terrorist attack and the relative physical security of the installation’s assets. To perform this task the commander and staff must put themselves in the place of a terrorist and answer questions similar to those shown below. As a baseline for the terrorist type and capability, use the threat data developed by OSI/Intelligence personnel.  

· What general types of items would we attack and why? Use your prioritized list of critical base assets as the source of items.  

· What capabilities do we have and how effective are they against the types of assets targeted?

· How would we use these capabilities?

· What actions should be avoided that would alert authorities early?

· What avenues of approach should we use to reach targeted assets?

· How well protected are the targeted assets?

Once complete this vulnerability assessment can be used to remove some assets from needing protection. The remaining potential targets should be prioritized and surveyed to ascertain more physical security details. This will give indication of how extensive force protection efforts might be. Your final priority list should reflect your most vulnerable and most valuable assets.

Identify constraints

Identify reasons why certain types of protective measures or systems might be unsuitable. Physical, resource, and political are the three basic forms of constraints. 
· Physical.  Location, position, and permanence of assets is a critical feature in force protection planning.  

· Resource.  This is likely to be one of the initial problems in supporting force protection. Construction materials, labor, and money may all be hard to come by.

· Political.  Host nation relationships must be considered. In all likelihood, force protection construction will not be permitted without proper authority.  

Constraints will have to be balanced with the assets on the priority list. Start with the highest priority and work from there.
Design protective systems to counter threats

Choose the appropriate type(s) of protective measures or systems to be installed or implemented. There are, however, some minimum measures, most of which are relatively inexpensive, that should be considered for overall force protection of virtually all assets.  These are outlined below.  The majority of the methods contained in this section apply primarily to facilities and equipment, not an individual.  

Minimum Measures Checklist.

· Eliminate potential hiding places near facilities.

· Provide an unobstructed view around all facilities.

· Site facilities within view of other occupied facilities (consider when using mobile facility assets).

· Locate assets stored on-site but outside facilities within view of occupied rooms of the facilities.

· Minimize the need for signs or other indications of asset locations.

· Minimize exterior signs that may indicate location of assets.

· Provide a 170-foot minimum facility separation from installation boundaries.

· Eliminate lines of approach perpendicular to buildings.

· Minimize vehicle and personnel access points.

· Eliminate parking beneath facilities.

· Locate parking as far from facilities as practical.

· Illuminate building exteriors or exterior sites where assets are located.

· Secure access to power and/or heat plants, gas mains, water supplies, and electrical service. 

· Locate public parking areas within view of occupied rooms or facilities.

· Locate construction staging areas away from asset locations.

· Locate facilities away from natural or man-made vantage points.

· Minimize window area.

· Locate facilities’ critical assets within areas that do not have exterior walls, when possible.

· Cover windows next to doors so that aggressors cannot unlock the doors through them.

· Secure exposed exterior ladders and fire escapes.

· Arrange building interiors to eliminate hiding places.

· Locate assets in spaces occupied 24 hours a day, when possible.  

· Locate activities with large visitor populations away from protected assets when possible.

· Locate protected assets in controlled areas where they are visible to more than one person.

· Place mail rooms on the perimeter of facilities.

· Provide emergency backup power for critical activities/facilities.
Additional information on the entire planning process and various methods of force protection can be found in AFH 10-222, Volume 3, Guide to Civil Engineer Force Protection and TO 60A-1-1-4. 

211. Splinter protection

Protection of facilities, aircraft, and people is the goal of splinter protection. By using metal revetments, you can provide protection from bomb blasts and shrapnel. During an attack, unprotected facilities and equipment can receive extensive damage requiring massive repair. Protection of facilities and protective areas for equipment will decrease repair requirements. Providing splinter protection is a civil engineering task.

Aircraft revetment

A revetment is a protective wall built to shield and protect essential facilities, aircraft, and people from exploding munitions.
 It’s used in high-threat areas where reinforced aircraft hangars aren’t available. Revetment is extremely effective in blocking blast and fragment damage from nearby explosions and preventing chain-reaction 
